
How Albany Surgery uses your information to provide you 
with healthcare. 

This practice keeps medical records confidential and complies with the 
General Data Protection Regulation. 

We hold your medical record so that we can provide you with safe care and treatment.  
 

We will also use your information so that this practice can check and review the quality 
of the care we provide. This helps us to improve our services to you.  
 

• We will share relevant information from your medical record with other health or 
social care staff or organisations when they provide you with care. For example, 
your GP will share information when they refer you to a specialist in a hospital. Or 
your GP will send details about your prescription to your chosen pharmacy.  

 

• Healthcare staff working in A&E and out of hours care will also have access to your 
information. For example, it is important that staff who are treating you in an 
emergency know if you have any allergic reactions. This will involve the use of your 
Summary Care Record.  For more information see:  
https://digital.nhs.uk/summary-care-records or alternatively speak to your 
practice.  

 

• You have the right to object to information being shared for your own care. Please 
speak to the practice if you wish to object. You also have the right to have any 
mistakes or errors corrected.  

 

• Please speak to the Practice Manager if you have any questions  
  

https://digital.nhs.uk/summary-care-records


Other important information about how your information is used to provide 
you with healthcare 

Registering for NHS care 
 

• All patients who receive NHS care are registered on a national database.  
 

• This database holds your name, address, date of birth and NHS Number but it does 
not hold information about the care you receive.  

 

• The database is held by NHS Digital, a national organisation which has legal 
responsibilities to collect NHS data. 

 

• More information can be found at: www.digital.nhs.uk or the phone number for 
general enquires at NHS Digital is 0300 303 5678. 

 

 
 

Identifying patients who might be at risk of certain diseases 
 

• Your medical records will be searched by a computer programme so that we can 
identify patients who might be at high risk from certain diseases such as heart 
disease or unplanned admissions to hospital.  
 

• This means we can offer patients additional care or support as early as possible.  
 

• This process will involve linking information from your GP record with information 
from other health or social care services you have used.  

 

• Information which identifies you will only be seen by this practice. 
 

 
 

Safeguarding  

 

• Sometimes we need to share information so that other people, including healthcare 
staff, children or others with safeguarding needs, are protected from risk of harm.  
 

• These circumstances are rare.  
 

• We do not need your consent or agreement to do this.  
 
 
 

https://digital.nhs.uk/


Please see the attached link for more information: 
https://www.england.nhs.uk/wpcontent/uploads/2017/02/adult-pocket-guide.pdf 
 
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachmen
t_data/file/419628/Information_sharing_advice_safeguarding_practitioners.pdf 
 

 
 

     One Devon Dataset 
 

• As well as using your data to support the delivery of care to you, your data may be 
used to help improve the way health and social care is delivered to patients and 
service users throughout Devon using Population Health Management methods. 

 

• We will use pseudonymised information (which cannot be used to identify you) which 
will be sent securely to NHS Devon ICB (Integrated Care Board). 
 

• Data will be used to help the Devon ICB improve health outcomes for patients in the 
area. 
 

• You may be picked up as someone who would benefit from additional care or support. 
If this happens, your information will be shared back to the practice, or to another 
local care provider, so they can offer you direct care. 
 

• More information on Population Health Management can be found here: 
https://www.england.nhs.uk/integratedcare/what-is-integrated-care/phm/ 
 

• This data sharing is based on public interest. You have a right to object to your 
information being used in this way. If you wish to discuss this further, please ask to 
speak to the Admin team or Practice Manager. 

 

 

GPConnect 
 

• We share your record using GP Connect to make sure that, whether you are visiting 
the practice, attending hospital, or being seen in the community or at home by a care 
professional, everyone knows the care you need and how you want to be treated. 
 

• Your electronic health record is available to local providers who are involved in your 
care. 
 

• This includes the sharing of: personal contact details, diagnoses, medications, allergies 
and test results. Your records will be treated with the strictest confidence and can only 
be viewed if you use their service. 
 

https://www.england.nhs.uk/wpcontent/uploads/2017/02/adult-pocket-guide.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/419628/Information_sharing_advice_safeguarding_practitioners.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/419628/Information_sharing_advice_safeguarding_practitioners.pdf
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• If you have previously opted out to sharing your records, this decision will be upheld. 
Should you wish to opt out, please speak to a member of the Patient Care team who 
will be able to update your preferences. Please note that by opting out of this 
sharing, other health professionals may not be able to see important medical 
information, which may impact on the care you receive. 
 

• As GPConnect processes data for direct care purposes, the national data opt-out does 
not apply. 

 

 

Summary Care Record (SCR) 
 

• NHS England have implemented the SCR which contains information about you; 
including your name, address, date of birth, NHS number, medication you are taking, 
and any bad reactions to medication that you have had in the past. 
 

• This information is automatically extracted from your records and uploaded onto a 
central system. 
 

• Many patients who are seen outside of their GP practice are understandably not able 
to provide a full account of their care, or may not be in a position to do so. The SCR 
means patients do not have to repeat their medical history at every care setting and 
the healthcare professional they are seeing is able to access their SCR. 
 

• The SCR can only be viewed within the NHS, on NHS smartcard-controlled screens or by 
organisations, such as pharmacies, contracted to the NHS. 
 

• As well as this basic record, additional information will also be added to include further 
information. You can find out more about the SCR here: 
https://digital.nhs.uk/services/summary-care-records-scr. 

 
 

NHS South, Central and West Commissioning Support Unit – Child Health 
Information Service (CHIS) 
 

• South, Central and West Child Health Information Services (SCW CHIS) is commissioned 
by NHS England to support the monitoring of care delivered to children. 
 

• Personal data is collected from the child’s GP record to enable health screening, 
physical examination and vaccination services to be monitored to ensure that every 
child has access to all relevant health interventions. 
 

• The legal basis for data collection: Article 6(1)(e) ‘…necessary for the performance of a 
task carried out in the public interest or in the exercise of official authority…’; and 
Article 9(2)(h) ‘necessary for the purposes of preventative or occupational medicine for 

https://digital.nhs.uk/services/summary-care-records-scr


the assessment of the working capacity of the employee, medical diagnosis, the 
provision of health or social care or treatment or the management of health or social 
care systems and services...” 
 

• The data processor: SCW, Apollo Medical Software Solutions, System C. 
 

• For more information, please refer to SCW CHIS’ Fair Processing Privacy Notice: 
https://www.scwcsu.nhs.uk/legal/fair-processing-notice-child-health-information-
services 

 

Devon-wide Feasibility Group within SystmOne 
 

• SystmOne is the clinical system used by Albany Surgery to look after its patient 
population. Patient-facing staff such as GPs, Pharmacists and Patient Care Co-
Ordinators use SystmOne each day to care for patients (see: “Fair Processing Notice – 
SystmOne” for more information).  

 

• The surgery, along with others across Devon, works with the National Institute for 
Health Research South West Peninsula (NIHR SWP) to deliver and offer clinical trials 
and research studies to the registered population. 
 

• In addition to offering trials and studies, the surgery works with NIHR SWP to carry out 
feasibility reports. These allow the NIHR SWP to report on behalf of surgeries to find 
out whether it is feasible for a study to be opened or considered for the local area 
(Devon, Cornwall and Somerset). 
 

• The feasibility group does not extract or access patient-identifiable data (“patient-level” 
data). 
 

• Staff who do this work have obligations to keep data confidential as per: the NHS Code 
of Practice, GDPR 2018, and Good Clinical Practice. 
 

• Patients who want their data to be excluded from the “top-level” feasibility reports 
should ask for the surgery to record an opt-out on their record. 

 

Torbay and South Devon NHS Foundation Trust - Maternity Unit 
 

• The Maternity Unit at Torbay and South Devon NHS Foundation Trust uses the clinical 
system, SystmOne. This is the same clinical system that Albany Surgery uses. 

 

• The Maternity Unit and Albany Surgery will be able to view information created by 
either party. They will not be able to edit or delete information created by the other 
party. 

 

• Individual entries can be marked as Private within SystmOne, hiding them from the 

https://www.scwcsu.nhs.uk/legal/fair-processing-notice-child-health-information-services
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other party. This can be done at the request of the patient, or at the discretion of the 
clinician / NHS professional in question. 

 

• The legal basis under which any information will be shared is for GDPR Article 6 1(e): 
‘processing is necessary for the performance of a task carried out in the public interest 
or in the exercise of official authority vested in the Controller,’ 

 

• Article 9 2(h): ‘Processing is necessary for the purposes of preventative or occupational 
medicine, for the assessment of the working capacity of the employee, medical 
diagnosis, the provision of health or social care or treatment or management of health 
or social care systems and services on the basis of union or member state law or 
pursuant to contract with a health professional and subject to the condition and 
safeguards referred to in paragraph 3 of this legislation.’ 
 

 

Devon Partnership Trust and Torbay and South Devon NHS Foundation Trust 
 

• Devon Partnership Trust and Torbay and South Devon NHS Foundation Trust will have 
access to the Practice’s clinical system for the purposes of direct patient care. 
 

 

We are required by law to provide you with the following information about how we handle your 

information. 

Data Controller 
 contact details 
 

Albany Surgery, 
Grace House, 
Scott Close 
Newton Abbot 
TQ12 1GJ 
 

Data Protection Officer 
contact details 
 

Bex Lovewell  
  
 
 
Sentinel Healthcare South West Community Interest Company 
c/o Express Diagnostics & Treatment Services 
6 Research Way 
Plymouth 
PL6 8BU. 
 
Tel: 07375 322 875 
Email: bex.lovewell@nhs.net 
 

Purpose of the 
processing 
 

• To give direct health or social care to individual patients.  
 

• For example, when a patient agrees to a referral for direct 
care, such as to a hospital, relevant information about the 
patient will be shared with the other healthcare staff to enable 

mailto:bex.lovewell@nhs.net


them to give appropriate advice, investigations, treatments 
and/or care. 

 

• To check and review the quality of care. (This is called audit 
and clinical governance) 

Lawful basis for 
processing 
 

These purposes are supported under the following sections of the 
GDPR: 

 
Article 6(1)(e) ‘…necessary for the performance of a task 
carried out in the public interest or in the exercise of official 
authority…’; and  
 
Article 9(2)(h) ‘necessary for the purposes of preventative or 
occupational medicine for the assessment of the working 
capacity of the employee, medical diagnosis, the provision of 
health or social care or treatment or the management of health 
or social care systems and services...”   

 
Healthcare staff will also respect and comply with their obligations 
under the common law duty of confidence. 
 
 
 

Recipient or categories 
of recipients of the 
processed data 
 

The data will be shared with:  

• healthcare professionals and staff in this surgery; 

• local hospitals; 

• out of hours services;  

• diagnostic and treatment centres;  

• or other organisations involved in the provision of direct care 
to individual patients.  

 

Rights to object 
 

• You have the right to object to information being shared 
between those who are providing you with direct care.  
 

• This may affect the care you receive – please speak to the 
practice.  

 

• You are not able to object to your name, address and other 
demographic information being sent to NHS Digital.  

 

• This is necessary if you wish to be registered to receive NHS 
care. 

 

• You are not able to object when information is legitimately 
shared for safeguarding reasons.  

 

• In appropriate circumstances it is a legal and professional 
requirement to share information for safeguarding reasons. 
This is to protect people from harm.  

 

• The information will be shared with the local safeguarding 



service – 
 

Devon’s Multi-Agency Safeguarding Hub (MASH) 
PO Box 723 
Exeter 
EX1 9QS 
Tel: 0345 155 1071 
E-mail: mashsecure@devon.gcsx.gov.uk 

 

Right to access and 
correct 

• You have the right to access your medical record and have any 
errors or mistakes corrected. Please speak to a member of staff  

 

• We are not aware of any circumstances in which you will have 

the right to delete correct information from your medical 

record; although you are free to obtain your own legal advice if 

you believe there is no lawful purpose for which we hold the 

information and contact us if you hold a different view. 

 

Retention period 
 

GP medical records will be kept in line with the law and national 
guidance. Information on how long records are kept can be found at: 
https://digital.nhs.uk/article/1202/Records-Management-Code-of-
Practice-for-Health-and-Social-Care-2016  
or speak to the practice. 
 
 

Right to complain 
 

You have the right to complain to the Information Commissioner’s 
Office. If you wish to complain follow this link 
https://ico.org.uk/global/contact-us/ or call the helpline 0303 123 1113 
 

Data we get from other 
organisations 

We receive information about your health from other organisations 
who are involved in providing you with health and social care. For 
example, if you go to hospital for treatment or an operation the 
hospital will send us a letter to let us know what happens. This means 
your GP medical record is kept up-to date when you receive care from 
other parts of the health service. 
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